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Section I

Description of Service
Overview

Transparent LAN Service (GES/TLS) is an all-fiber network service which connects subscriber locations at native LAN speeds in selected metropolitan areas.  A shared high-speed fiber backbone is used when customer locations span multiple wire centers. 

GES/TLS is provisioned over fiber between the customer’s premises and the customer’s serving central office.

If fiber does not exist in the local loop, or the customer requests GES/TLS outside the selected metropolitan area, GES/TLS may still be obtained through the special assembly/limited service offering process.  

Alternatives
LAN customers today interconnect with routers and packet-switched lines or dedicated point-to-point circuits. These solutions can be expensive to maintain, costly to expand, and generally employ relatively medium speeds.  Usable bandwidth is further reduced by protocol encapsulation overhead.

Advantages
GES/TLS easily integrates connectivity with high reliability.  All transport components are provided and maintained by Verizon.  Fiber optic facilities are very reliable, resulting in low data error rates.

Protocols
With GES/TLS, customers will connect to the service via standard IEEE 802.3 rate-specific interfaces.  Customer’s data will travel across the GES/TLS at switched network speeds.  Original frame formats will be preserved through the use of encapsulation on the fiber backbone.

Redundancy is incorporated in the GES/TLS backbone connections between Verizon Central Offices to ensure fault tolerant transport.  

Addressing

As a switched network, GES/TLS bridges at the MAC layer.  For Ethernet, GES/TLS functions as a learning bridge and automatically acquires MAC addressing information from the traffic that it transports.  Bridging tables are automatically populated and updated constantly.

Verizon maintains GES/TLS data separation through the use of port-based VLANs, allowing users to access only their own data.  Each customer will see a private, virtual bridging network, referred to as a GES/TLS domain.  A domain is in essence a Virtual LAN (VLAN), or Closed User Group.

Because of the separation of traffic, customers may use any layer-3 protocol or addressing scheme, whether registered or not, between locations.  There is no requirement for unique network assignments (or even for unique MAC addresses, except within a single domain).

GES/TLS is transparent to 802.1Q and most vendor-proprietary protocols as long as they use standard Ethernet frame formats.  Customer’s 802.1Q tags will be tunneled through the Verizon GES/TLS network.  Cisco ISL is not supported.

If networks connected with GES/TLS also have other bridging links between them, customers must use spanning tree to prevent loops from occurring in the topology. 

Access Class

GES/TLS will provide Native LAN speeds of Ethernet. 
Throughput Considerations

Verizon’s GES/TLS network will provide data transfer over 10, 100 or 1000 Mbps links.  Actual end-to-end application throughput on GES/TLS link is dependent on several factors, including the number of users at each end location, the nature of the traffic in terms of frame sizes and protocols used, distance from the central office, and the interaction between end user protocols and network latency.  Ping response across GES/TLS is normally in the 2-4 ms range.

Some protocols are more sensitive than others to latency.  For Novell Netware (IPX), the use of Packet Burst mode is recommended for better performance.

Network performance is often measured in terms of packets per second.  A GES/TLS link can transport many thousands of packets per second with minimal delay.  GES/TLS’s packet handling capabilities are greater than those normally seen on Ethernet segments.  QOS is not implemented on GES/TLS, but customer 802.1P bits are transported end to end without modification.

Customer Provided Equipment

To offer GES/TLS, Verizon will deploy switching equipment in central offices interconnected by a fiber backbone.  Verizon network equipment is extended into the customer’s premises as necessary to make the connection to the customer’s equipment.  The only customer premises equipment required is the cabling (and transceiver for 10M Ethernet) from the customer’s Local Area Network (LAN) to Verizon’s network interface equipment.
GES/TLS interface specifications are as follows: 
1. Ethernet Bridging format – Transparent

2.
Interface speeds:

10 Mbps (802.3), half-duplex

10 Mbps (802.3), full-duplex

100 Mbps (802.3u), full-duplex

1000 Mbps (802.3z) full-duplex

3.
Maximum payload size – 1500 bytes

4. Maximum frame size – 1522 bytes

5. Each circuit will belong to one Verizon VLAN (domain). If the customer configures their interfaces as 802.1Q trunks, GES/TLS can transport multiple customer VLANS transparently between customer locations.

6. Customer layer-3 addressing (subnets) must match all locations.  (GES/TLS provides layer-2 transport.)

7. Connector on Verizon interface device:

	10M Less than 3 miles (repeater)
	female AUI or 10BaseT

	10M Less than 3 miles (switch)
	female AUI

	10M 3 miles or greater (repeater)
	male AUI or 10BaseT

	10M 3 miles or greater (switch)
	female AUI

	Fast Ethernet – all applications
	100TX (RJ45)

	Gigabit Ethernet – all applications
	850 nm multimode


For 10M GES/TLS, Verizon will provide a switch as the Network Interface Device (NID) when GES/TLS is to be directly connected to multiple CPE devices without the use of a switch or router.  A 10M repeater will be provided when a single CPE device interfaces with GES/TLS.

RJ-45 interfaces are equipped with a crossover switch to select the correct polarity.

Verizon’s GES/TLS equipment on the customer’s premises is regulated.  The NID is the LAN interface on the GES/TLS equipment.  This equipment will be located in the wire closet nearest the fiber riser conduit.  (In Verizon East – the interface and fiber may be extended to a location beyond the wire closet.)

At the customer’s premises, the customer must provide a protected path for fiber inside the building from the main distribution frame to the location where the service will be terminated.  (Along with a protected path, 1-inch Inner Duct Conduit with Pull String must be placed to further protect the horizontal fiber jumpers for extension beyond the wiring closet to a designated room.  If preferred, Verizon can install the Inner Duct for your agency at a nominal fee; please see note at the bottom of the GES/TLS Request Form, attached to this document, for contact information.)  In addition, relay rack or wall space must be provided for mounting of the NID.   The NID mounts into a 19” or 23” relay rack.  If it is mounted in other than a 19”or 23” inch rack, the customer must provide mounting adapters.
Verizon will install and maintain the NID and all facilities to the customer location; the customer should not attempt to adjust any Verizon facilities or equipment, other than connection of their equipment to the network interface. 

Verizon’s GES/TLS equipment must be on conditioned power circuits (surge protected). Less than 50 watts is required at 110 VAC.  Verizon recommends the use of an uninterrupted power supply (UPS) for this equipment at the customer’s premises.  If not, the customer will be responsible for any damage to the equipment due to power problems.  Verizon’s Data Service Assurance Center (DSAC) must be contacted to prevent unnecessary personnel dispatches when power will be interrupted (1-866-844-3592).
The customer must provide access and a point of contact that is knowledgeable and reachable to interface with Verizon personnel to perform services at all sites.  Failure to have a good point of contact to interface with Verizon personnel to perform services may delay installation of circuit.  In addition Verizon requires a secure environment for the network equipment.

Network Management Overview

Goal
The goal of Network Management is to ensure the availability of the Transparent LAN Service at all times, to proactively detect any malfunctions before the customer realizes a trouble exists, and to minimize downtime.

Monitoring the Network
The GES/TLS network will be monitored by Verizon to ensure that:

· All customer interface devices are functioning normally.

· All customer loop fiber facilities are operational and error free.

· The GES/TLS fiber backbone is fully operational and error free.

· The backbone has sufficient bandwidth to support traffic demands.

· NMS hardware components are operational, and NMS processes are reporting.

The customer should ensure that Verizon is kept updated at all times with customer contact names, including individual site contacts and an overall network administrator, and a 24 hour contact number, control center, or pager number. 

Maintenance Window

To meet the customer’s requirements, occasional network upgrades must be performed.  These network upgrades are needed to provide improved performance and new features.  Generally these upgrades will be performed between the hours of 11:00 PM and 8:00 AM.  Network upgrades are planned to provide customers reasonable and timely notification in order to minimize any impact on the customer’s service.

Section II

GES/TLS Installation Process
	 Due Date Established
	The Verizon Account Team must ensure that switching equipment is available and that fiber is available to your site.  The due date will be established after it is confirmed that the customer’s site preparation work is completed.  


	Authorized DAR Signature, JON# and / or Purchase Order #
	All requests for GES/TLS services must have the signature of the authorizing DAR, JON # or Purchase Order Number.

	Internal Verizon Work
	Once appropriate authorizations are received in Verizon, the internal processes for assigning GES/TLS ports and assigning the fiber facilities begin.  Between this date and your due date, equipment is ordered, fiber facilities are engineered, construction is initiated, and Central Office equipment is installed as needed.



	Customer Preparation
	Prior to installation, you will be required to provide a path, and inner duct must be in place for the GES/TLS fiber facilities to your computer room within your building.  (Verizon or another Vendor can provide the Inner Duct.  For information on having Verizon provide the service, see the note section at the bottom of the GES/TLS Request Form attached to this document.)

In addition, you will need to provide a suitable mounting space and protected AC power for the network interface device.



	Fiber Installation
	A Verizon installation crew will install single mode fiber to the Verizon provided equipment.  The installer will ensure that the fiber meets minimum loss requirements and is error free.



	Verizon Processes
	Verizon will coordinate all installation activities, including contacting you for an installation appointment, dispatching installation crews to the field, and activating ports in the network.



	Network Interface Installation & Turnup
	A Verizon installation crew will install the GES/TLS network interface equipment at each of your sites, connect power and network fiber, and test the GES/TLS links.  Upon completion at each location, the Verizon Data Service Assurance Center (DSAC) will activate monitoring and alarming and complete the order.  Your GES/TLS connection will be ready for your network connection.



	Customer
	You will connect your LAN to the network interface device.  It may be necessary to change to position of the “Crossover” switch on RJ45/CAT-5 interfaces for correct polarity.




Section III

Trouble Reporting/Maintenance
Customer Contact

Verizon’s Data Service Network Operations has overall maintenance responsibility for the GES/TLS Service.  The customer or his designated agent must report all troubles to Verizon’s Data Service Assurance Center (DSAC) and inform the DSAC of any network events (e.g. power outages).  To report problems, check the status of a trouble, or for maintenance issues, call the DSAC at 1-866-844-3592.

Customers must identify themselves and indicate that they are a WITS 3 GES/TLS Customer.  Please have associated circuit numbers, site contacts and callback numbers ready, along with a detailed description of the problem and any related activity or changes that may have occurred, and what steps have been taken to isolate the problem.

All inquiries related to the account such as billing or the addition of a location should be directed to their Verizon Sales representative.

Hours of Coverage
The DSAC is positioned to receive customer troubles on a seven (7) day by twenty-four (24) hour basis.  Callouts may be required to handle problems during off hours.

Where the Installation & Maintenance or Cable Construction groups are staffed only during normal business day hours, technicians will be available for 24 hours callout.

Trouble Resolution
After the network has been fully verified by following the DSAC Customer Assistance process, the DSAC will contact the customer.  When the trouble has been resolved to the customer’s satisfaction, the trouble ticket will be closed with the appropriate cause code.  In the event that the problem persists, the trouble will be escalated to the next appropriate technical support group for assistance.

Customer troubles can be categorized in three broad areas:  hardware, software, and transmission facility problems.  The table below outlines generic trouble isolation and referral procedures.

Trouble Escalation
Once a trouble ticket has been initiated, if it is felt that satisfactory progress in not being made, the customer may escalate a problem by calling the appropriate trouble reporting number listed above and asking for a supervisor.  If a supervisor is unavailable or further escalation is needed, the DSAC manager may be contacted in a similar manner.

Escalation Path within Verizon
Trouble escalation will be used to resolve service-affecting problems in the most expedient manner and to keep management apprised of all extended outages.  Escalation will be accomplished in three tiers:

Tier 1 is to expert in-house GES/TLS DSAC technicians and local supervision.

Tier 2 is to the DSAC or local operating company technical support groups as necessary.

Tier 3 is provided by the vendor or manufacturer’s maintenance staff or engineers.

Customer Responsibility

If no network trouble is found and the problem is determined to be in Customer Provided Equipment (CPE), the DSAC will inform the customer that the problem exists in their equipment or configuration and close the ticket accordingly.

Customer Charges – FCC Part 64 Time & Material
If the customer reported a trouble that results in an on-site visit and the trouble is found to be in the customer’s network or equipment, a bill will be rendered for the visit.

	Step
	Organization
	Task

	1
	DSAC
	Receive report from customer, the customer’s agent, or directly from the Network Management System.



	2
	DSAC
	Determine whether the trouble is in Central Office equipment, transmission facility, customer premises network interface device, or towards customer’s LAN.



	3
	DSAC/

DSNOC
	If trouble is in central office equipment, refer to appropriate work group.



	4
	DSAC/

DSNOC
	If trouble is in C.O. facility cross connects, refer to NOC or appropriate C.O. force.



	5
	DSAC/VNOC
	If trouble is outside plant or customer premise fiber or network interface device, dispatch the appropriate field force.



	6
	I&M
	Repair or refer to Outside Plant (construction) force if necessary.



	7
	CX&M (OSP)
	Clear trouble, close to DSAC/VNOC providing cause information.



	8
	DSAC
	Retest and close trouble with customer.




Verizon Federal Markets

WITS 3
GES/TLS CUSTOMER INFORMATION REQUEST FORM
	
	
	

	
	Date:
	 

	
	Agency:
	Customer Name Here

	
	TSCO/Agency Rep:
	 

	
	TSCO/Agency Rep Telephone Number:
	 

	
	DAR Name:
	 

	
	DAR Signature:
	 

	
	DAR Telephone Number:
	 

	
	Purchase Order #:
	 

	
	JON/Task Order #:
	 

	
	Billing Account Code (BAC):
	 

	
	 
	 

	
	
	

	Location 1
	Location 1 - Customer Name Here

	
	 
	 

	
	Type of Service:
	Transparent LAN Service (GES/TLS)

	
	Speed Required (10, 100 or 1000 Mbps):
	 

	
	Service Term (Mo - Mo, 3 Yr or 5 Yr):
	 

	
	Point of Contact (POC):
	 

	
	POC Telephone Number:
	 

	
	POC Pager/Cellular Phone Number:
	 

	
	Billing Agency Code (BAC):
	 

	
	Location Group (LG):
	 

	
	NPA/NXX:
	 

	
	Customer Premise Address:
	 

	
	Floor and Room/Suite Number:
	 

	
	City:
	 

	
	State:
	 

	
	Zip:
	 

	
	Circuit ID:
	 

	
	Upgrade/New:
	 

	
	VLAN:
	 

	
	Comments:

	
	Location 2 - Customer Name Here

	
	 
	 

	Location 2
	Type of Service:
	Transparent LAN Service (GES/TLS)

	
	Speed Required (10, 100 or 1000 Mbps):
	 

	
	Service Term (Mo - Mo, 3 Yr or 5 Yr):
	 

	
	Point of Contact (POC):
	 

	
	POC Telephone Number:
	 

	
	POC Pager/Cellular Phone Number:
	 

	
	Billing Agency Code (BAC):
	 

	
	Location Group (LG):
	 

	
	NPA/NXX:
	 

	
	Customer Premise Address:
	 

	
	Floor and Room/Suite Number:
	 

	
	City:
	 

	
	State:
	 

	
	Zip:
	 

	
	Circuit ID:
	 

	
	Upgrade/New:
	 

	
	VLAN:
	 

	
	Comments:
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